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Credit Card Fraud Hotspots
Ever wonder where credit card fraud happens the most?  The answer may surprise you.

Restaurants

One of the most common places where your credit card information can get ripped off is in a restaurant.  Think about it.  The server takes your card away from the table, out of your view, and returns with it minutes later. While most servers are trustworthy, a dishonest few will take advantage of that time to swipe your card through a second card reader to capture the information before returning the card to you.

Gas Stations

Another fraud hot spot? The gas station. Usually late at night, a crook will take advantage of an understaffed convenience store to install a card reader on top of the pumps actual reader. The fraudulent reader connects remotely to the crooks laptop, and records card information as the crook waits nearby, laptop in hand.

Public Computers

Beware of public computers as well—like you’d find at libraries or hotel business centers. A previous user may have installed malware that reports key strokes, and therefore card information as you enter it, to them.

How to Protect Yourself from Credit Card Fraud

Your best defense is early detection. Set up mobile alerts for unusual activity, or even for all purchases since criminals will often use the card information to make small purchases that won’t stand out.  Be sure to review your statements. And if you see anything questionable, contact the card issuer immediately. If you wait too long, you could end up liable for some of the fraudulent spending in some circumstances.

